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	Reason for change:
	Issue #1:

According to IEEE 802.1AS and IEEE 1588 (which IEEE 802.1AS refers to), a PTP Instance (such as 5GS when operating as a time-aware system) shall be associated with a single clockIdentity value.

Each logical PTP port of a PTP instance is then identified by that clockIdentity and a distinct port number (together referred to as portIdentity).

A PTP instance is required to use the related portIdentity when sending PTP messages from a logical PTP port. Note that the portIdentity is part of the header of PTP messages such as Announce, Sync, Follow_Up, peer delay-related messages and gPTP-capable messages.
(It is worth noting that each Ethernet port of a time-aware system can support multiple logical PTP ports -- one for each supported time domain.)

TS 23.501 does not describe how DS-TT and NW-TT can be made aware of the portIdentity values to use for a specific domain. As a result, it is not clear which portIdentity value DS-TT and NW-TT should use when generating peer delay-related messages or when sending gPTP-capable messages.

The same unclarity applies to Sync and Announce messages that are forwarded from NW-TT to DS-TT. While clause 5.27.1.2.2 describes in detail how Sync and Follow_Up messages are modified by NW-TT and DS-TT to address 5GS residence time and rateRatio handling, it is unclear which entity (DS-TT or NW-TT) updates the portIdentity value of Sync and Follow-Up messages to ensure that a common clockIdentity value is used for all PTP ports of the same PTP Instance (PTP domain). Similarly it is unclear how to ensure that unique port numbers are used for the different logical PTP ports in DS-TT and NW-TT.
To enable DS-TT and NW-TT to use a correct portIdentity (consisting a clockIdentity and port number) for gPTP messages that DS-TT and NW-TT are required to locally generate and send to attached TSN nodes (e.g., gPTP-capable messages and peer-delay-related messages), this CR proposes to provide the portIdentity value to be used for a specific gPTP domain to DS-TT and NW-TT using PMIC.
With respect to Sync, Announce and Follow-Up messages forwarded from NW-TT to DS-TT two options can be distinguished:
a) NW-TT to update Sync/Announce/Follow-Up messages with the correct clockIdentity and port number before forwarding Sync/Announce/Follow-Up messages to the DS-TT;
b) DS-TT to update Sync/Announce/Follow-Up messages received from NW-TT with the correct clockIdentity and port number for the related domain before forwarding Sync/Announce/Follow-Up messages to TSN nodes attached to DS-TT.

Option a) requires to additionally provide NW-TT with the PTP port numbers for each domain for each DS-TT. 

Option b) avoids additional NW-TT impacts and has less signaling impact because DS-TT needs to anyhow be provided with the PTP port numbers and clockIdentity to be used for each domain to enable DS-TT to locally generate e.g. gPTP-capable and peer-delay related messages.

Therefore this CR proposes to adopt Option b), i.e., DS-TT to update Sync/Announce/Follow-Up messages received from NW-TT with the correct clockIdentity and port number for the related domain before forwarding Sync/Announce/Follow-Up messages to TSN nodes attached to DS-TT.
Issue #2:

According to IEEE 802.1AS, gPTP-capable messages are exchanged between bridges to indicate on a per domain basis whether a bridge supports gPTP. In line with this, TS 23.501 clause 5.27.1.1 states that NW-TT and DS-TT send gPTP-capable messages. 

However, what is unclear is for which domain numbers DS-TT and NW-TT should send gPTP-capable messages. 

It is worth noting that gPTP-capable messages are sent periodically per supported domain. Up to 128 domains can be supported but only a few domains are used in typical deployments.

The following solution options can be distinguished:

1) DS-TT and NW-TT are preconfigured (by means outside the scope of 3GPP) with the domains to send gPTP-capable messages for.

2) DS-TT and NW-TT to send gPTP-capable message for all gPTP domains, i.e. to periodically send a gPTP-capable message for each and every domain 0-127.

3) TSN AF to signal to DS-TT (and optionally also to NW-TT) which domain numbers to send gPTP-capable messages for.

Solution option (1) is very inflexible as it requires to manually pre-configure (and re-configure in case the gPTP domain configuration is to be changed) each and every DS-TT in a deployment, e.g., manufacturing machines, robot arms, etc. in a factory. It is worth highlighting that thus far no other preconfiguration related to gPTP is needed in DS-TT.
Solution option (2) is very inefficient as it requires DS-TT and NW-TT to send 128 messages (one gPTP-capable message per domain) periodically even though only very few domains are supported in typical deployments. 

Solution option (3) enables the network to dynamically configure DS-TT and NW-TT so that DS-TT and NW-TT send gPTP-capable messages for the specific domains used in a given deployment. Solution option 3 has the drawback that it requires additional information to be signaled in PMIC.

However, to address issue #1 described above, it is anyhow necessary to inform DS-TT and NW-TT about the portIdentity values to use per supported domain. This implicitly already enables solution (3) described above, i.e., also solves issue #2. 

Given the drawbacks of solution options (1) and (2) and given that to address issue #1, it is anyway necessary to signal the supported domains to DS-TT and NW-TT (together with the related portIdentity values to use), this CR proposes to adopt solution option (3).

	
	

	Summary of change:
	Clause 5.27.1.1:
- Clarify that DS-TT shall send gPTP-capable messages for the domain numbers indicated in the Time domain configuration table received in PMIC.
- Clarify that NW-TT shall send gPTP-capable messages for the domain numbers locally configured in NW-TT.
- Clarify that for any gPTP message for a particular time domain to be sent to attached TSN nodes, DS-TT shall set the sourcePortIdentity value of the gPTP message to the portIdentity value in the PMIC Time domain configuration table for that time domain.
- Clarify that for any gPTP message for a particular time domain to be sent to attached TSN nodes, NW-TT shall set the sourcePortIdentity value of the gPTP message to the locally configured portIdentity value.

Clause 5.28.3.1:
- Add Time domain configuration table in PMIC to inform DS-TT about the portIdentity to be used for each supported time domain.
- Add "Max time domain configurations" in PMIC to enable the network to determine the number of time domain configurations (i.e., domainNumbers and related portIdentity values in the Time domain configuration table) supported by a DS-TT.
- Clarify that TSN AF sets portIdentity based on the locally configured clockIdentity for the respective domain and the DS-TT port number received from PCF.


	
	

	Consequences if not approved:
	Common clockIdentity and unique port numbers per PTP domain cannnot be ensured, leading to incorrect gPTP operation. As an example, Sync messages will be ignored by a TSN node if different portIdentities are used for Announce and subsequent Sync messages from the same PTP port according to IEEE 802.1AS Figure 10-4 (PortSyncSyncReceive state machine).
DS-TT and NW-TT may not send gPTP capable messages for domains used in a given deployment. As a result, gPTP-based time synchronization will not be supported.

	
	

	Clauses affected:
	5.27.1.1, 5.27.1.2.2, 5.28.3.1
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	Other comments:
	Additional PMIC information is expected to be added to TS 24.519 by Stage 3 based on this CR. Rel-17 and Rel-18 mirrors are not needed since the issue is specific to Rel-16 only (in Rel-17 DS-TT and NW-TT can be provided the required information already).

	
	

	This CR's revision history:
	


>>>>BEGINNING OF CHANGES<<<<
5.27.1
TSN Time Synchronization

5.27.1.1
General

For supporting TSN time synchronization, the 5GS is integrated with the external network as a TSN bridge as described in clauses 4.4.8 and 5.28.1. It shall be modelled as an IEEE Std 802.1AS [104] compliant entity according to TS 22.104 [105]. For TSN time synchronization, the entire E2E 5G system can be considered as an IEEE Std 802.1AS [104] "time-aware system". Only the TSN Translators (TTs) at the edges of the 5G system need to support the IEEE Std 802.1AS [104] operations. UE, gNB, UPF, NW-TT and DS- TTs are synchronized with the 5G GM (i.e. the 5G internal system clock) which shall serve to keep these network elements synchronized. The TTs located at the edge of 5G system fulfil some functions related to IEEE Std 802.1AS [104], e.g. gPTP support, timestamping, rateRatio. Figure 5.27.1-1 illustrates the 5G and TSN grandmaster (TSN GM) clock distribution model via 5GS.
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Figure 5.27.1-1: 5G system is modelled as IEEE Std 802.1AS [104] compliant time aware system for supporting TSN time synchronization

Figure 5.27.1-1 depicts the two synchronizations systems considered: the 5GS synchronization and the TSN domain synchronization, as well as the Master (M) and Slave (S) ports considered when the TSN GM is located at TSN working domain.

-
5GS synchronization: Used for NG RAN synchronization. 5G RAN synchronization is specified in TS 38.331 [28].

-
TSN domain synchronization: Provides synchronization service to TSN network. This process follows IEEE Std 802.1AS [104].

The two synchronization processes can be considered independent from each other and the gNB only needs to be synchronized to the 5G GM clock.

To enable TSN domain synchronization, the 5GS calculates and adds the measured residence time between the TTs into the Correction Field (CF) of the synchronization packets of the TSN working domain.

In this Release, 5GS only supports method b) defined in clause 10.3.1.1 of IEEE 802.1AS [104] for determining the grandmaster PTP Instance and the time-synchronization spanning tree.

This implies that in this release the 5GS Bridge PTP port states are assumed to be locally configured in DS-TT and NW-TT as follows:

-
For DS-TT ports the PTP port state is MasterPort for all gPTP domains.

-
When the TSN GM is external to the 5GS, for one of the NW-TT ports (per each gPTP domain) the PTP port state is SlavePort and for all other NW-TT ports of the same gPTP domain the PTP port state is either PassivePort or MasterPort (depending on implementation).

-
When the 5GS is configured as master (5G GM) for a gPTP domain for the connected networks, all NW-TT ports are in MasterPort state for that gPTP domain.

NOTE 1:
As clause 5.27.1.3 requires 5GS to support multiple time domains, as a consequence, DS-TT and NW-TT need to support the Common Mean Link Delay Service (CMDLS) as defined in clause 10.4.1.3 of IEEE Std 802.1AS [104].

NW-TT uses pre-configured intervals for sending Announce and Sync messages. DS-TT and NW-TT uses pre-configured intervals for sending Pdelay_Req and gPTP-capable messages. DS-TT shall send gPTP-capable messages for the domain numbers indicated in the Time domain configuration table received in PMIC. NW-TT shall send gPTP-capable messages for the domain numbers locally configured in NW-TT.
NOTE 2:
The externally visible behaviour of 5GS complies with the interval handling defined in IEEE Std 802.1AS [104] with the following bridge internal variables assumed to be set to true: useMgtSettableLogAnnounceInterval (clause 14.8.14 of IEEE Std 802.1AS [104]), useMgtSettableLogSyncInterval (clause 14.8.19 of IEEE Std 802.1AS [104]), useMgtSettableLogPdelayReqInterval (clause 4.8.25 of IEEE Std IEEE 802.1AS [104]), useMgtSettableLogGptpCapableMessageInterval (clause 14.8.29 of IEEE Std 802.1AS [104]).
For any gPTP message for a particular time domain to be sent to attached TSN nodes, DS-TT shall set the sourcePortIdentity value of the gPTP message to the portIdentity value in the Time domain configuration table for that time domain. For any gPTP message for a particular time domain to be sent to attached TSN nodes, NW-TT shall set the sourcePortIdentity value of the gPTP message based on the locally configured clockIdentity for the respective domain and the port number of the NW-TT egress Ethernet port.
>>>> NEXT CHANGES<<<<
5.27.1.2.2
Distribution of TSN grandmaster clock and time-stamping

The mechanisms for distribution of TSN GM clock and time-stamping described in this clause are according to IEEE Std 802.1AS [104].

NOTE 1:
It means Externally-observable behavior of the 5GS bridge needs to comply with IEEE Std 802.1AS [104].

Upon reception of a downlink gPTP message the NW-TT makes an ingress timestamping (TSi) for each gPTP event (Sync) message and uses the cumulative rateRatio received inside the gPTP message payload (carried within Sync message for one-step operation or Follow_up message for two-step operation) to calculate the link delay from the upstream TSN node (gPTP entity) expressed in TSN GM time as specified in IEEE Std 802.1AS [104]. NW-TT then calculates the new cumulative rateRatio (i.e. the cumulative rateRatio of the 5GS) as specified in IEEE Std 802.1AS [104] and modifies the gPTP message payload (carried within Sync message for one-step operation or Follow_up message for two-step operation) as follows:

-
Adds the link delay from the upstream TSN node in TSN GM time to the correction field.

-
Replaces the cumulative rateRatio received from the upstream TSN node with the new cumulative rateRatio.

-
Adds TSi in the Suffix field of the gPTP packet as described in Annex H.

UPF then forwards the gPTP message from TSN network to the UEs via all PDU sessions terminating in this UPF that the UEs have established to the TSN network. All gPTP messages are transmitted on a QoS Flow that complies with the residence time upper bound requirement specified in IEEE Std 802.1AS [104].

NOTE 2:
The sum of the UE-DS-TT residence time and the PDB of the QoS Flow needs to be lower than the residence time upper bound requirement for a time-aware system specified in IEEE Std 802.1AS [104].

A UE receives the gPTP messages and forwards them to the DS-TT. The DS-TT then creates egress timestamping (TSe) for the gPTP event (Sync) messages for external TSN working domains. The difference between TSi and TSe is considered as the calculated residence time spent within the 5G system for this gPTP message expressed in 5GS time. The DS-TT then uses the rateRatio contained inside the gPTP message payload (carried within Sync message for one-step operation or Follow_up message for two-step operation) to convert the residence time spent within the 5GS in TSN GM time and modifies the payload of the gPTP message that it sends towards the downstream TSN node as follows:

-
Adds the calculated residence time expressed in TSN GM time to the correction field.

-
Removes Suffix field that contains TSi.
Before forwarding gPTP messages received from NW-TT to downstream TSN nodes, DS-TT also sets the sourcePortIdentity header information in the gPTP messages received from NW-TT based on the Time domain configuration table received in PMIC as follows: DS-TT selects the entry for which the domainNumber in the gPTP message received from NW-TT matches the domainNumber in the Time domain configuration table entry and then sets the sourcePortIdentity value in the gPTP messages to the portIdentity value of the selected entry.
>>>> NEXT CHANGES<<<<
5.28.3.1
General

Port and bridge management information is exchanged between CNC and TSN AF. The port management information, is related to Ethernet ports located in DS-TT or NW-TT.

5GS shall support transfer of standardized and deployment-specific port management information transparently between TSN AF and DS-TT or NW-TT, respectively inside a Port Management Information Container. NW-TT may support one or more ports. In this case, each port uses separate Port Management Information Container. 5GS shall also support transfer of standardized and deployment-specific bridge management information transparently between TSN AF and NW-TT, respectively inside a Bridge Management Information Container. Table 5.28.3.1-1 and Table 5.28.3.1-2 list standardized port management information and bridge management information, respectively.

Table 5.28.3.1-1: Standardized port management information

	Port management information
	Applicability (see NOTE 6)
	Supported operations by TSN AF
	Reference

	
	DS-TT
	NW-TT
	(see NOTE 1)
	

	General
	
	
	
	

	Port management capabilities (see NOTE 2)
	X
	X
	R
	

	Bridge delay related information
	
	
	
	

	txPropagationDelay
	X
	X
	R
	IEEE Std 802.1Qcc [95] clause 12.32.2.1

	txPropagationDelayDeltaThreshold (see NOTE 13)
	X
	X
	RW
	

	Traffic class related information
	
	
	
	

	Traffic class table
	X
	X
	RW
	IEEE Std 802.1Q [98] clause 12.6.3 and clause 8.6.6.

	Gate control information
	
	
	
	

	GateEnabled
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminBaseTime
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminControlList
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminCycleTime (see NOTE 3)
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminControlListLength (see NOTE 3)
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	AdminCycleTimeExtension
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-29

	Tick granularity
	X
	X
	R
	IEEE Std 802.1Q [98] Table 12-29

	SupportedListMax
	X
	X
	R
	IEEE Std 802.1Q [98] Table 12-29

	General Neighbour discovery configuration

(NOTE 4)
	
	
	
	

	adminStatus
	D
	X
	RW
	IEEE Std 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	D
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	NW-TT port neighbour discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocPortId
	
	X
	RW
	IEEE Std 802.1AB [97] Table 11-2

	DS-TT port neighbour discovery configuration
	
	
	
	

	lldpV2LocPortIdSubtype
	D
	
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocPortId
	D
	
	RW
	IEEE Std 802.1AB [97] Table 11-2

	Neighbour discovery information for each discovered neighbour of NW-TT (NOTE 15)
	
	
	
	

	lldpV2RemChassisIdSubtype
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortId
	
	X
	R
	IEEE Std 802.1AB [97] Table 11-2

	TTL
	
	X
	R
	IEEE Std 802.1AB [97] clause 8.5.4

	Neighbour discovery information for each discovered neighbour of DS-TT

(NOTE 5)
	
	
	
	

	lldpV2RemChassisIdSubtype
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemChassisId
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortIdSubtype
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2RemPortId
	D
	
	R
	IEEE Std 802.1AB [97] Table 11-2

	TTL
	D
	
	R
	IEEE Std 802.1AB [97] clause 8.5.4.1

	Stream Parameters

(NOTE 11)
	
	
	
	

	MaxStreamFilterInstances
	X
	
	R
	IEEE Std 802.1Q [98]

 clause 12.31.1.1

	MaxStreamGateInstances
	X
	
	R
	IEEE Std 802.1Q [98]

 clause 12.31.1.2

	MaxFlowMeterInstances
	X
	
	R
	IEEE Std 802.1Q [98]

 clause 12.31.1.3

	SupportedListMax
	X
	
	R
	IEEE Std 802.1Q [98]

 clause 12.31.1.4

	Per-Stream Filtering and Policing information

(NOTE 10)
	
	
	
	

	Stream Filter Instance Table

(NOTE 8)
	
	
	
	IEEE Std 802.1Q [98] Table 12-32

	> StreamFilterInstanceIndex
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-32

	> Stream Identification type
	X
	X
	RW
	IEEE 802.1CB [83] clause 9.1.1.6

	> Stream Identification Controlling Parameters
	X
	X
	RW
	IEEE 802.1CB [83] clauses 9.1.2, 9.1.3, 9.1.4

(NOTE 12)

	> PrioritySpec
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-32

	> StreamGateInstanceID
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-32

	Stream Gate Instance Table

(NOTE 9)
	
	
	
	IEEE Std 802.1Q [98] Table 12-33

	StreamGateInstanceIndex
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminBaseTime
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminControlList
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminCycleTime
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPAdminCycleTimeExtension
	X
	X
	RW
	IEEE Std 802.1Q [98] Table 12-33

	PSFPTickGranularity
	X
	X
	R
	IEEE Std 802.1Q [98] Table 12-33

	Time Synchronization Information
	
	
	
	

	TSN Time domain number (NOTE 14)
	X
	X
	RW
	

	Max time domain configurations (NOTE X)
	X
	
	R
	

	Time domain configuration table
	
	
	
	

	> domainNumber
	X
	
	RW
	IEEE Std 802.1AS [104] clause 14.2.16

	> portIdentity (NOTE Y)
	X
	
	RW
	IEEE Std 802.1AS [104] clause 14.8.2

	NOTE 1:
R = Read only access; RW = Read/Write access.

NOTE 2:
Indicates which standardized and deployment-specific port management information is supported by DS-TT or NW-TT.

NOTE 3:
AdminCycleTime and AdminControlListLength are optional for gate control information.

NOTE 4:
If DS-TT supports neighbour discovery, then TSN AF sends the general neighbour discovery configuration for DS-TT Ethernet ports to DS-TT. If DS-TT does not support neighbour discovery, then TSN AF sends the general neighbour discovery configuration for DS-TT Ethernet ports to NW-TT using the Bridge Management Information Container (refer to Table 5.28.3.1-2) and NW-TT performs neighbour discovery on behalf on DS-TT. When a parameter in this group is changed, it is necessary to provide the change to every DS-TT and the NW-TT that belongs to the 5GS TSN bridge. It is mandatory that the general neighbour discovery configuration is identical for all DS-TTs and the NW-TTs that belongs to the bridge.

NOTE 5:
If DS-TT supports neighbour discovery, then TSN AF retrieves neighbour discovery information for DS-TT Ethernet ports from DS-TT. TSN AF indicates the neighbour discovery information for each discovered neighbour of DS-TT port to CNC. If DS-TT does not support neighbour discovery, then TSN AF retrieves neighbour discovery information for DS-TT Ethernet ports from NW-TT, using the Bridge Management Information Container (refer to Table 5.28.3.1-2), the NW-TT performing neighbour discovery on behalf on DS-TT.

NOTE 6:
X = applicable; D = applicable when validation and generation of LLDP frames is processed at the DS-TT.

NOTE 7:
Void.

NOTE 8:
There is a Stream Filter Instance Table per Stream.

NOTE 9:
There is a Stream Gate Instance Table per Gate.

NOTE 10:
TSN AF indicates the support for PSFP to the CNC only if each DS-TT and NW-TT of the 5GS bridge has indicated support of PSFP. DS-TT indicates support of PSFP using port management capabilities, i.e. by indicating support for the Per-Stream Filtering and Policing information and by setting higher than zero values for MaxStreamFilterInstances, MaxStreamGateInstances, MaxFlowMeterInstances, SupportedListMax parameters. When available, TSN AF uses the PSFP information for determination of the traffic pattern information as described in Annex I. The PSFP information can be used at the DS-TT (if supported) and at the NW-TT (if supported) for the purpose of per-stream filtering and policing as defined in IEEE Std 802.1Q [98] clause 8.6.5.1.

NOTE 11:
TSN AF composes a Stream Parameter Table towards the CNC. It is up to TSN AF how it composes the Stream Parameter Table based on the numerical values as received from DS-TT and NW-TT port(s) and for the bridge for each individual parameter.

NOTE 12:
The set of Stream Identification Controlling Parameters depends on the Stream Identification type value as defined in IEEE Std 802.1CB [83] Table 9-1 and clauses 9.1.2, 9.1.3, 9.1.4.

NOTE 13:
Indicates how much the txPropagationDelay needs to change so that DS-TT/NW-TT report a change in txPropagationDelay to TSN AF. This is optional for NW-TT.

NOTE 14:
Indicates the (g)PTP domain (identified by a domain number) that is assumed by the CNC as the reference clock for time information in the scheduled traffic (gate control) information, PSFP information and bridge delay related information. This is optional for NW-TT.

NOTE 15:
TSN AF indicates the neighbour discovery information for each discovered neighbour of NW-TT port to CNC.
NOTE X:
Maximum number of time domain configurations (i.e., domainNumbers and related portIdentity values in the Time domain configuration table) supported by DS-TT.
NOTE Y:
TSN AF sets portIdentity based on the locally configured clockIdentity for the respective domain and the DS-TT port number received from PCF.


Table 5.28.3.1-2: Standardized bridge management information

	Bridge management information
	Supported operations by TSN AF

(see NOTE 1)
	Reference

	Information for 5GS Bridge
	
	

	Bridge Address
	R
	

	Bridge ID
	R
	

	NW-TT port numbers
	R
	

	Traffic forwarding information

	
	

	Static Filtering Entry (NOTE 3)
	RW
	IEEE Std 802.1Q [98] clause 8.8.1

	General Neighbour discovery configuration

(NOTE 2)
	
	

	adminStatus
	RW
	IEEE Std 802.1AB [97] clause 9.2.5.1

	lldpV2LocChassisIdSubtype
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2LocChassisId
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2MessageTxInterval
	RW
	IEEE Std 802.1AB [97] Table 11-2

	lldpV2MessageTxHoldMultiplier
	RW
	IEEE Std 802.1AB [97] Table 11-2

	DS-TT port neighbour discovery configuration for DS-TT ports (NOTE 4)
	
	

	>DS-TT port neighbour discovery configuration for each DS-TT port
	
	

	>> DS-TT port number
	RW
	

	>> lldpV2LocPortIdSubtype
	RW
	IEEE Std 802.1AB [97] Table 11-2

	>> lldpV2LocPortId
	RW
	IEEE Std 802.1AB [97] Table 11-2

	Discovered neighbour information for DS-TT ports

(NOTE 4)
	
	

	>Discovered neighbour information for each DS-TT port

(NOTE 4)
	
	

	>> DS-TT port number
	R
	

	>> lldpV2RemChassisIdSubtype
	R
	IEEE Std 802.1AB [97] Table 11-2

	>> lldpV2RemChassisId
	R
	IEEE Std 802.1AB [97] Table 11-2

	>> lldpV2RemPortIdSubtype
	R
	IEEE Std 802.1AB [97] Table 11-2

	>> lldpV2RemPortId
	R
	IEEE Std 802.1AB [97] Table 11-2

	>> TTL
	R
	IEEE Std 802.1AB [97] clause 8.5.4.1

	Stream Parameters (NOTE 5)
	
	

	MaxStreamFilterInstances
	R
	IEEE Std 802.1Q [98]

	MaxStreamGateInstances
	R
	IEEE Std 802.1Q [98]

	MaxFlowMeterInstances
	R
	IEEE Std 802.1Q [98]

	SupportedListMax
	R
	IEEE Std 802.1Q [98]

	NOTE 1:
R = Read only access; RW = Read/Write access.

NOTE 2:
General neighbour discovery information is included only when NW-TT performs neighbour discovery on behalf of DS-TT. When a parameter in this group is changed, it is necessary to provide the change to every DS-TT and the NW-TT that belongs to the 5GS TSN bridge.

NOTE 3:
If the Static Filtering Entry information is present, NW-TT uses Static Filtering Entry information to determine the NW-TT egress port for forwarding UL TSC traffic. If the Static Filtering Entry information is not present, then the forwarding information as in clause 5.8.2.5.3 applies. This release of the specification does not support Static Filtering Entries in the downlink direction.

NOTE 4:
DS-TT discovery configuration and DS-TT discovery information are used only when DS-TT does not support LLDP and NW-TT performs neighbour discovery on behalf of DS-TT. TSN AF indicates the discovered neighbour information for each DS-TT port to CNC.

NOTE 5:
TSN AF indicates the support for PSFP to the CNC only if each DS-TT and NW-TT of the 5GS bridge have indicated support of PSFP. The support of PSFP at the NW-TT ports is expressed by setting higher than zero values for MaxStreamFilterInstances, MaxStreamGateInstances, MaxFlowMeterInstances, SupportedListMax parameters.


Exchange of port and bridge management information between TSN AF and NW-TT or DS-TT allows TSN AF to:

1)
retrieve port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;

2)
send port management information for a DS-TT or NW-TT Ethernet port or bridge management information for a 5GS TSN bridge;

3)
subscribe to and receive notifications if specific port management information for a DS-TT or NW-TT Ethernet port changes or bridge management information changes;

4)
delete selected entries in the following data structures:

-
"DS-TT port neighbour discovery configuration for DS-TT port" in BMIC using the DS-TT port number to reference the selected entry.

-
"Stream Filter Instance Table" in PMIC using the Stream Filter Instance ID to reference the selected entry.

-
"Stream Gate Instance Table" in PMIC using the Stream Gate Instance ID to reference the selected entry.

-
"Static Filtering Entries table" in BMIC using the (MAC address, VLAN ID) pair to reference the selected entry.

Exchange of port management information between TSN AF and NW-TT or DS-TT is initiated by DS-TT or NW-TT to:

-
notify TSN AF if port management information has changed that TSN AF has subscribed for.

Exchange of bridge management information between TSN AF and NW-TT is initiated by NW-TT to:

-
notify TSN AF if bridge management information has changed that TSN AF has subscribed for.

Exchange of port management information is initiated by DS-TT to:

-
provide port management capabilities, i.e. provide information indicating which standardized and deployment-specific port management information is supported by DS-TT.

TSN AF indicates inside the Port Management Information Container or Bridge Management Information Container whether it wants to retrieve or send port or bridge management information or intends to (un-)subscribe for notifications.

>>>>END OF CHANGES<<<<
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